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Dr. Kai Zhang
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1.   Served as the head of risk control model verification department of American Express, 

supervising 1000 models in 24 markets around the world;

2.The models cover the payment, credit, marketing and other scenarios, covering 

marketing, anti-fraud, credit, quota, consumption, collection and other links;

3.Led a team to participate in the company modeling competition 3 times, and won the 

top 3 of 100+ teams (the marketing model top 1, the anti-fraud model & the line model 

top 2)

10 years of experience in modeling of risk management

Ph.D. in Statistics, Michigan State University, USA

Major achievements during American Express:

1. Served as the head of the anti-fraud model of Baidu Finance

2. Delivered 30+ models,  90% reduction in risk loss, 60% reduction in business interruption

3.     Having an in-depth systematic understanding of financial risk models, including scorecard

model, LR, XGB, KNN, DNN, and graph neural network models based on graph data, such as 

GAT, GCN, etc.

Major achievement during Baidu Finance:



Part 1: 

Background
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High Demand for Financial Technology in China

Drivers of FinTech Demand

• Upgrade to Consumption Driven Economy

• Lack of Credit Bureau Data

• Consumer Lack of Experience with Credit
• Organized Fraud Attacks
• Financial Institutions Weak in Online 

Business and Risk Management

• Lack of Modern Risk Managers
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2013 2014 2015 2016 2017 2018 2019

China Consumer Loan
(Trillions CNY, exclude mortgage and car loans)

CAGR 30.8%
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FinTech Development in China
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2013 2015 2017 2018 2019

FinTech1.0
Rapid Growth of P2P

FinTech 2.0
Financial Institutions Assisted

by Internet Platforms

FinTech 3.0
Financial Institutions Become 

Independent

2021

n Online customer acquisitions cost increases requires better targeting

n New regulations on rate and collections require better risk managements to lower credit 

losses
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Continuous Evolution of Graph Algorithms based on 
Graph Databases

2020 Key Words in KDD 2020
—Data Mining and Knowledge Discovery (KDD)
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About FinTell
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About FinTell
FinTell is a one-stop high-end fintech service company that provides intelligent risk management decisions and systematic 
solutions for banks and other licensed financial institutions by applying new technologies such as artificial intelligence and combining 
professional risk management experience. 

Based on products and services, holding the concept of win-win sharing, FinTell help banks and other licensed financial institutions to 
realize inclusive finance and broaden service boundary, so as to realize the corporate vision of “empower finance with intelligence”

FinTell
founded

Nov

Jun

Shanghai branch 
founded

2017

Nov

Mar

Jan Series A funding from Sequoia 
Capital 

Shenzhen branch 
founded

Chengdu branch 
founded

2018 2019

Jan

Jun
Series A+ funding
from China Growth Capital 

Series B funding 
from Telstra & 
Sequoia Capital 

2020
2021
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C l o s e d -
l o o p

s e r v i c e

Digital
Acqusition

SolutionsSaaS
System

Graph 
Network

Bureau
platform

Decision 
Engine

Data platform

Internet 
Channels Data Mining

User Profile Strategy 
Operation

Customized 
modeling

Assisted 
Operations

Customized
Strategy End-to-End 

The Product & Solution of FinTell
Closed-loop services including risk management, customer acquisition, operation, and systems
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What Data do We Use
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FinTell DATA INTEGRATION CAPABILITY

E - C O M M E R C E

• E-commerce usage
info, E-commerce
active level, Account
No., Consumption
behavior

T E L E C O M

• Telecom consumption,
Channel preference,
Subsidy info, Social
network, Internet
preference

M A P S

• Daily location needs,
with high accuracy

D E V I C E

• Smart phone coverage

90%+
• Device usage, location,

interaction, APP behavior

E N T E R P R I S E

• 100 million+
business and
financial data,

• accurate business
linking info

P A Y M E N T
T R A N S A C T I O N

• Online payment
transactions
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Who are FinTell’s Clients: Over 100 Financial Institutions

CONSUMER FINANCEB a n k

INTERNET PLATFORM TRUSTS & INSURANCE



Part 3: 
Graph Network Application
in Financial Risk Management
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Fundamental Value of Graph Network

Person #1

Phone Device WIFI

LBS ID Profile

Person #2

Phone Device WIFI

LBS ID Profile

Isolated

Person #1

Phone Device WIFI

LBS ID Profile

Phone WIFI

LBS ID Profile

Person #2

Device

Linked, Clustered, Associated
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Architecture of Graph Network at FinTell
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Graph Engine

Hive

Analysis Module

HDFS

YARN

Mining ModuleEmbedding ModuleEnd-to-end Learning

Graph DB Real-time DB

Natural Person 
Identification

Device
Representation APP Representation WIFI Representation

Negative Databases Variables Customized Models

Spark

Standard Models

Learning Toolbox

Storage

Algorithm

Computing

Solution

Product
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• Graph analysis
• Graph mining
• Graph models

• Abnormality Detection
• Group Fraud
• Propagated Fraud

Capability 
enhancement 
for risk mgmt.

Anti-fraud

Anti-money 
laundering

Wide Use of Graph Network in Fintech



Part 3: 
Use Case of Graph Network 
in Financial Risk Mgmt.

• CASE 1: Anti-fraud - Group Fraud

• CASE 2: Anti-fraud - Propagated Fraud

• CASE 3: App Classification

• CASE 4: ID Mapping – Natural Person ID 

16
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Case 1: Group Fraud Identification

Evidence 3:
All 4 locations were use 
the same WIFI

IMEI

Location 2

Location 3

Location 4

Location 1

Location2
Location 3Location 4

Location 1

10 
miles

Evidence 1:
4 geo-grid (location) vertexes were 
found, and 3 were connected.

Evidence 2:
Application time gap was found within 
locations. 
Applications from location 1 were submitted 
before Jan. 2018, and what from location 2-4 
were submitted after then.

① A fraud agent was 
caught by monitoring 
from graph network 
platform.

② After the application 
was continuously 
declined, the fraud 
agent moved to a new 
location.

③ However, since the 
fraud agent was using  
the same WiFi, dozens 
of subsequent 
applications submitted 
form the agent were 
still being declined. 

Ø Investigation

17

Fraud agent location changed ,but was using the WiFi device
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Case 2：Propagated Fraud - Cluster Grows by Time Series

2019.11

2019.12

2020.04

2020.07

LBSIMEI IDFAWIFIID Phone
Legend
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Case 3: App Classification using Graph Network

• APP installation is the core of describing mobile 

devices (users), which reflects the user’s identity, 

class, interests, preferences, etc.

• Most of the existing and new APPs do not have the 

accurate classification, while the cost of manual 

labeling is very high
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258 manually 
labeled loan apps

grouped into 5
communities out of 152

1
1

205
2

49

0 50 100 150 200 250

A
B
C
D
E

Community distribution of 258 
labeled loan apps

About 80% labeled apps reside in community C
(approximate recall)

check unlabeled
apps in C

32%

89%

Raw Updated

After updating unlabeled apps’ labels,
the accuracy is increased to 89%

Loan APP accuracy in community C

Relate 2 apps based on 

their shared installed devices

63,978 Vertices (Apps)

32,782,561 edges (Relationships)

Detect 152 communities using Louvain Algorithm

Tricks

Remove low-frequency apps

Control Killer apps’ influence

Effect 
Verification

Analysis 
Process

Case 3: App Classification using Graph Network



• CASE 1: Anti-fraud

• CASE 2: Anti-fraud

• CASE 3: App Classification

• CASE 4: ID Mapping – Natural Person ID 
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Part 3: 
Use Case of Graph Network 
in Financial Risk Mgmt.
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Case 4: ID Mapping – Natural Person ID 
Generalized to the dimension 

of natural person

Region

Age

Gender

Education

Class

Interests

Social 
connection

New ID reflects the key
attributes of natural person

Natural 
person ID

Partition

Data layer
Mobile SDK

Algorithm layer

Product layer
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Case 4: ID Mapping – Natural Person ID Architecture

ID number Phone 
number Device

APP Profile

LBS ProfileWIFI

Algorithms

Rules

Mapping 
model

User Portrait

WIFI classification 

Graph Network

Weights

P-D bipartite graph

a large number of mapping 
relationships

Connection between devices
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Case 4: Phone-Device Bipartite
Construct the weights of bipartite graph based on the reported confidence

w

𝑤!,# = #
$!%&'#

𝛽(&$)*+𝑓(&$)*+ + 𝛽,-'(𝑓,-'( + 𝑏 #$)'.-&/
w

Divide the phone number - device pairs, 

by using community detection algorithms 

suitable for bipartite graphs
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Case 4: Increment Value of Natural Person ID 

Compare the performance of credit scores based on devices vs. natural person ID 

0.257

0.296

0.23

0.24
0.25

0.26

0.27

0.28

0.29

0.3

Benchmark Natural Person ID

Model Performance 
(GINI) 

10366

125206

0

50000

100000

150000

Benchmark Natural Person ID

Info Thickness

10 times
3.9%
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Case 4: Natural Person ID, Case Review

Vertex A is a labeled low-risk sample. However, it 

has a higher risk score in the model, which can be 

corrected by its low-risk neighbors.

Low-Risk Low-Risk

Low-Risk Low-Risk

A

Vertex B is a labeled high-risk sample. However, due 

to its insufficient information thickness, it has a low-risk 

score, which can be corrected by its high-risk 

neighbors.

High-Risk High-
Risk

BBenchmark 
Risk Score:0.326

Natural Person ID
Risk Score:0.139

Benchmark 
Risk Score:0.039

Natural Person ID
Risk Score:0.177



Do the Right Thing 
In the Right Way


